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در این شماره از خبرنامه بخوانید:

با آرزوی توفیق روزافزون
برای تمامی اعضای حقیقی و حقوقی

هیأت مدیره انجمن مهندسان کنترل و ابزاردقیق ایران

سلام گرم ما همراه با آرزوی سلامتی 
و موفقیت روز افزون نثار همراهان و 
خوانندگان گرامی خبرنامه کنترل 

و  مساعدت  با  متعال  خداوند  دیگر  بار 
کوشش اعضای هيأت مديره ي انجمن 
مهندسان کنترل و ابزار دقيق ایران این

بتوانیم  تا  ارزانی داشت  ما  به  را  افتخار 
در  خبرنامه  از  دیگر  ای  شماره  با 
باشیم گرامی  همراهان  شما  خدمت 

آخرین  ارائه  با  تا  کردیم  تلاش  همواره 
اطلاعات و دستاوردها در زمینه ی کنترل

در  کوچک  هرچند  قدمی  دقیق  ابزار  و 
راستای توسعه و پیشرفت هرچه بیشتر این 
صنعت در میهن عزیزمان ایران برداریم

این  همیشگی  یار  که  عزیزان  شما  از 

با  تقاضا داریم  بوده و هستید؛  خبرنامه 
همراهی و ارتباط مداوم از طریق ارسال
مقالات، ديدگاه ها و نقطه نظرات خود
ما را برای ارتقا هرچه بیشتر این خبرنامه

ياري نماييد.

اين در  شده  مطرح  مطالب  اميدواريم 
شماره مورد توجه شما عزيزان قرار گيرد

یادآوری می نماییم که نسخه الکترونیکی خبرنامه در سایت انجمن قابل دسترسی می باشد.

سخن ماه
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خبرنامه کنترل - دی 1403
معرفی اعضای حقوقی انجمن

 

 

تهران رضوان گستر هندسیم شرکت  
 0واحد  دومطبقه  - 02پلاک  –پور  کوچه قوام –ميدان پيروزان   ––شمالی شيخ بهاییخيابان  -تهران  دفتر مرکزی :

 www.trg.irسایت :  وبinfo@trg.ir : پست الکترونيکی  88503226/88503223/88505366 تلفکس :

 کارخانه : جاجرود– شهرک صنعتی خرم دشت – بلوار 22 متری- خيابان نهم غربی–02 متری غربی- پلاک 65
 

 
 

 
 
 
 
 
 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 ینگ و پرووینگطراحی ، ساخت ، نصب و راه اندازی سیستم های میتر

ررضضاا  ککررببااسسییاانن      ممسسئئوولل::  ااررتتببااطط  بباا  صصننععتت  ججددوولل  ببررننااممهه  ععممللییااتتیی  ککممییتتهه    
  ههاایی  ددووللتتیی  وو  خخصصووصصیی  وو  صصننااییعع  ددرر  ببیینن  سسااززمماانن      ااببززااررددققییقق  وو  ککننتتررلل  ااررتتققااءء  ججااییگگااهه        ههددفف  ککللیی::    

  ههاا  وو  صصننااییعع    وو  سسااززمماانن      ممههننددسسیینن  ااببززااررددققییقق  وو  ککننتتررلل      ااننججممنن  ههددفف  ااخختتصصااصصیی  ::  ااییججاادد  پپلل  ااررتتببااططیی  ببیینن  ممتتخخصصصصاانن      
      ششااخخصص::  

ککدد  ممتتننااسسبب  بباا  ههددفف  ببرر  ااسسااسس  ببررننااممهه  پپییششننههااددیی::    
  سساالل      یی  ششددهه  ببرراا      یی  نن  یی  ببشش  یی  تتععدداادد  پپ  ففععااللییتت  

  ااننججاامم  ننششدد    ااننججاامم  ششدد    تتووضضییححااتت    پپااییشش    ععممللككرردد    ببووددججهه  مموورردد  ننییاازز    پپااییاانن    ششررووعع    ببرر  ححسسبب  ووااححدد  ممررببووططهه  
       

1

در رابطه   یو ارتقاء دانش و آگاه  ی سازفرهنگ
ابزاردقیق و کنترل    کاربرد  نقش و اهمیت  با

ز مدارس، مراک  ع،یها، صناسازمان)  در صنعت
 (هادانشگاه ،ی اهحرف

جهت   ی محتوا   2  تولید الكترونیكی 
اهمیت  معرفی و  و    نقش  ابزاردقیق 
مدارس،    ع،یها، صناسازماندر    کنترل

 ها دانشگاه  ،ی اه حرفز  مراک
 

1 /10/1403   28/12/1403 -  

2

، فعالساز  ت،یحماشناسایی  و    ی مشارکت، 
دانش   توسعه  كردیبا رو  یارتقاء بخش خصوص

 نان،یکارآفر)   ابزاردقیق و کنترل  و تكنولوژی 
مراکز   ان،یبن شدان  ی هاشرکت   ها،استارت آ پ
(ی علم و فناور ی هارشد و پارک

آگاه  جلسه  2حداقل     برگزاری  جهت 
از رسالت انجمن  سازی مراکز ذکرشده،  

کنترل   و  ابزاردقیق  دادن  مهندسین  و 
 مشاوره به آنها 

1 /10/1403 28/12/1403 

و   فعالیت  نوع  به  توجه  با 
میزان   و  برگزاری  شرایط 

سازمان صنایع،  همكاری  و  ها 
 تعیین خواهد شد. بودجه 

 

3
نامه  تفاهم  ها  با    ی همكار  ی هاعقد  سازمان 

دانشگاهی صنایع شرکت ها و مراکز علمی و  
 جهت ارائه خدمات پژوهشی و آموزشی

 28/12/1403 10/1403/ 1 مورد 2

 توافقی

 

4
تفاهم ی گسترش همكار قالب  در  با  نامه ها  ها 

در    یو تخصص  یعلم  ی ها و نهادهاانجمنسایر
 ملی  سطح

  28/12/1403 10/1403/ 1 مورد 2

5 
معرفی  در  کمک   نمایشگاه  برگزاری 

با ابزاردقیق   توانمندیهای همه ذینفعان مرتبط
 و کنترل 

 28/12/1403 10/1403/ 1 نمایشگاه   1برگزاری 

و   فعالیت  نوع  به  توجه  با 
میزان   و  برگزاری  شرایط 

سازمان صنایع،  همكاری  و  ها 
 بودجه تعیین خواهد شد. 

 

 
صنعت   فعالان  جذب  به  کمک  برای  تلاش 
فعالیت   و  ابزاردقیق و کنترل جهت عضویت 

 در انجمن 
   28/12/1403 10/1403/ 1 مورد 4

 
متخصصین   و  اساتید  اطلاعاتی  بانک  تهیه 

تبادل دانش و تجربه  ابزاردقیق و کنترل جهت  
 فنی 

   28/12/1403 10/1403/ 1 صنعت پتروشیمی

 

بخش   فناورانه  و  علمی  نیازهای  شناسائی 
راهكارهای   ارائه  برای  ریزی  برنامه  و  صنعت 
علمی و مهندسی در پاسخ به این نیازها در  

 قراردادهای فیمابین چهارچوب 

     مورد 2
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شناسایی حمله تغییر بار دینامیکی در سیستم های قدرت

[، به عنوان یکی از حملات رایج 7سایبری می پردازد. در ] -مشکلات تشخیص و جداسازی حمله حسگر برای سیستم های فیزیکی
 شده است. شینه با استفاده از فیلتر کالمن بررسی    9( در سیستم  FDIAsدر سیستم های قدرت، حملات تزریق داده های نادرست )

دینامیک  D-LAA [. از آنجایی که8برای سیستم های قدرت معرفی شده است ] )D-LAA( اخیراً یک حمله تغییر بار دینامیک
شناسایی و   آشکارسازی، تشخیص محل وسیستم قدرت را تغییر می دهد، ممکن است باعث ناپایداری کل سیستم شود. بنابراین،  

در  D-LAA لغزشی برای تشخیصمدحالت    رویتگر[، یک  9سیستم های قدرت است. در ]یک چالش جدید در   D-LAA اثر  کاهش
 با فاکتور فراموشی  با استفاده از فیلتر کالمن تطبیقی  D-LAA [، مشکل تشخیص10شبکه های برق هوشمند بررسی شده است. در ]

)AFKF( ی گوسی تخمین بزند. این فیلتر بهبود قابل  در نظر گرفته شده که قادر است وضعیت شبکه هوشمند را در حضور نویزها
بر اساس   D-LAA به ویژه حملات ضعیف و غیرقابل شناسایی ارائه می دهد. تشخیص  D-LAA  توجهی را در دقت تشخیص حملات

[ مطالعه شده است. هیچ دانش قبلی از دینامیک سیستم قدرت 11داده های خام به دست آمده از اندازه گیری های هوشمند در ]
برای تشخیص پیشنهادی  نیست. روش  اگر داده D-LAA لازم  فرکانس است. همچنین،  اساس تحلیل دامنه  فرکانس در بر  های 

دهنده به فرکانس پیشنهاد و تمایز آن از بارهای پاسخ D-LAA دسترس باشد، یک تحلیل همبستگی متقابل برای کمک به تشخیص
-D برای حفظ پایداری سیستم قدرت در برابر  موثربه عنوان یک راه حل   )ESS( سیستم های ذخیره انرژی از  [،  12شود. در ]می 

LAA  بازسازی [، مسئله 13]در زمان واقعی نیست. در   D-LAA استفاده می شود. در رویکرد پیشنهادی، نیازی به تشخیص یا 
شناخته شده است که  D-LAA ثردر سیستم های قدرت در نظر گرفته شده است. فرض بر این است که ماتریس ا D-LAA بازسازی 

شود که ممکن است به دلیل نویز  یک فرض واقعی نیست. علاوه بر این، از مشتق خطای خروجی در فرآیند طراحی استفاده می 
لغزشی  مد  گر حالت  رویت[ با استفاده از  14در ] D-LAA سازی واقعی ایجاد کند. مشکل بازسازی ده گیری مشکلاتی را در پیااندازه

آشکارسازی، نویسندگان،  طبق بررسی  شناخته شده است.   D-LAA ثر[ فرض می شود که ماتریس ا13بررسی شده است. اما، مشابه ] 
 .است تا به امروز به طور کامل بررسی نشده  D-LAA شناسایی جداسازی و
[ برای تخمین حالت سیستم های دینامیکی خطی و غیرخطی ارائه شده است.  15مکعبی و نسخه های مختلف آن ]  رویتگراخیراً یک  

سنتی، همگرایی سریعتر و    رویتگرهای خطای تخمین حالت استفاده می کند، در مقایسه با  توان سوم  مکعبی از    رویتگراز آنجایی که  
-D در این مقاله برای بهبود عملکرد فرآیند شناسایی  ویتگر[. بنابراین، این ر17[، ]16شان می دهد ]خطاهای تخمینی کمتری را ن

LAA اتخاذ شده است. 
حمله برای   جداساز   رویتگرهای در سیستم های قدرت است. در ابتدا، بانکی از    -  جداسازی   آشکارسازی و در این مقاله، هدف ما  

  ویتگراست، یک ر   -  ثر تشخیص محل حمله پیشنهاد می شود. با دانستن محل دقیق حمله که به معنای داشتن ماتریس ا 
کند. نوآوری های این مقاله عبارتند از: کنیم که سیگنال حمله را با دقت خوبی بازسازی می لغزشی مکعبی طراحی می   مد شناسایی  

در سیستم های قدرت ارائه شده است که در تحقیقات قبلی به آن پرداخته نشده   -سازی  جدا  الف( استراتژی جدیدی برای 
در فرآیند طراحی گنجانده نشده است،    باس ها در همه    ( هیچ فرض محدود کننده ای در مورد سیگنال حمله یا حضور  ب است.  

لغزشی    مد شناسایی    رویتگر ( استفاده از  پ ن به صرفه تر می کند.  که طرح پیشنهادی را در مقایسه با روش های قبلی واقعی تر و مقرو
( طرح پیشنهادی می تواند به  ت دهد.  لغزشی سنتی افزایش می   مد   رویتگرهای مکعبی، دقت تخمین سیگنال حمله را در مقایسه با  

قابل  دیسپاچینگ  در مراکز  حمله در سیستم های قدرت در نظر گرفته شود که به راحتی    پایش عنوان یک رویکرد متمرکز برای  
و اثربخشی طرح پیشنهادی   توانمندی دهنده  سازی در سیستم قدرت با سه شین ژنراتور و شش شین بار نشان استفاده است. نتایج شبیه 

 است. 
.  ساختار ادامه این مقاله بدین صورت است: در بخش دوم، صورت مساله بیان شده است. نتایج اصلی در بخش سوم ارائه شده است 

 اند. سازی عددی و برخی نکات به ترتیب در بخش چهارم و پنجم آورده شده نتایج شبیه 
 

  چچککییددهه  
( یکی از چالش های اصلی در بهره برداری سیستم های قدرت مدرن است. با توجه به  LAA-D)  1شناسایی حمله تغییر بار دینامیکی

ممکن است به طور قابل توجهی بر   D-LAAتقاضای روزافزون برای انرژی و پیچیدگی های ناشی از ادغام منابع انرژی تجدیدپذیر،  
ها های مؤثر برای مدیریت این موقعیت ه و اجرای استراتژی پایداری و قابلیت اطمینان سیستم های قدرت تأثیر بگذارد. بنابراین، توسع

شود. در این نه تنها برای حفظ پایداری شبکه ضروری است، بلکه باعث بهبود کیفیت توان و افزایش قابلیت اطمینان سیستم می 
شخیص محل حمله، محل در سیستم های قدرت مورد بحث قرار می گیرد. با استفاده از بانک رویتگر ت  D-LAAمقاله، شناسایی  

شناسایی می   D-LAAحمله و ماتریس اثر آن مشخص می شود. سپس با استفاده از یک رویتگر حالت مد لغزشی مکعبی، سیگنال 
شود. در مقایسه با نتایج موجود، هیچ فرض محدود کننده ای در مورد سیگنال حمله انجام نمی شود. همچنین وجود واحدهای اندازه 

( فازور  با    UsPM)2گیری  مقایسه  در  را  رویتگر، خطای شناسایی  در  مکعبی  عبارت  از  استفاده  نیست.  ها ضروری  باس  تمام  در 
رویتگرهای مد لغزشی استاندارد کاهش می دهد. طراحی با استفاده از یک رویکرد متمرکز انجام می شود که انجام اقدامات لازم برای  

سهیل می کند. نتایج شبیه سازی بر روی سیستم قدرت با سه شین ژنراتور و شش حفظ پایداری سیستم قدرت در مرکز کنترل را ت
 شینه بار نشان دهنده کارایی و قابلیت روش پیشنهادی است.

 
  ممققددممهه  

از روشنایی مسکونی گرفته تا کاربردهای مختلف صنعتی، اهمیت ویژه سیستم های قدرت را در شکل دادن دنیای مدرن نشان می  
قدرت از سه بخش تولید، انتقال و توزیع انرژی تشکیل شده است. این سیستم ها از اجزای متعددی شامل نیروگاه  دهد. سیستم های  

ها، خطوط انتقال، پست ها، ترانسفورماتورها و شبکه های توزیع تشکیل شده اند. با پیشرفت ریزپردازنده ها و ارتباطات راه دور و به 
ایجاد شده است. این سیستم ها مزایایی مانند   )CPS( ی سنتی، سیستم های فیزیکی سایبری تبع آن استفاده از آنها در سیستم ها

ها از سیستم های مختلف به هم پیوسته   CPSپیکربندی مجدد آسان تر، نصب سریع و کاهش سیم کشی دارند. به طور معمول،  
ستکاری کنند. آنها ارتباط نزدیکی با سیستم های اینترنت  تشکیل شده اند که می توانند اشیاء و فرآیندهای دنیای واقعی را نظارت و د

ها بر تعامل بین فرآیندهای فیزیکی، شبکه و محاسبات تمرکز دارند. تکامل سریع و قابل  CPS دارند، با این تفاوت که )IoT( اشیا
و برنامه های کاربردی از جمله ها بر جنبه های مختلف سبک زندگی افراد تأثیر می گذارد و طیف وسیع تری از خدمات   CPS توجه

 .الکترونیک سلامت، خانه های هوشمند، تجارت الکترونیک و غیره را ممکن می سازد
های مخابراتی و منابع محاسباتی در نظر گرفته می شوند. وجود لینک   با کانال  CPSبنابراین، سیستم های قدرت نیز به عنوان یک  

از رایانه ها، سرورها،   ایجاد کند. امنیت سایبری عمل دفاع  های مخابراتی و احتمال حملات سایبری می تواند مشکلات جدیدی 
ب است. همچنین به عنوان امنیت فناوری دستگاه های تلفن همراه، سیستم های الکترونیکی، شبکه ها و داده ها در برابر حملات مخر

اطلاعات یا امنیت اطلاعات الکترونیکی شناخته می شود. هر رویدادی که باعث از دست رفتن داده ها شود و روند یک سیستم را 
 CPS  [. چالش های امنیتی خطرناک در نتیجه امنیت1متوقف یا مختل کند در واقع امنیت سایبری را تحت الشعاع قرار می دهد ]

[. بحث امنیت سایبری در سیستم های قدرت با توجه به گستردگی خدمات 2توجه محققان و صنایع را به خود جلب کرده است ]
  DoSآن از اهمیت ویژه ای برخوردار است. با توجه به توسعه فناوری و مفهوم شهرهای هوشمند، یک حمله سایبری مانند حملات  

های مختلف زیرساخت حیاتی شهر مانند مدیریت ترافیک و سیستم  باعث اختلالات جدی در بخش   تواندها می و تزریق نادرست داده
[ حمله داده های نادرست مخفیانه در سیستم قدرت بررسی شده و دو شاخص امنیتی برای رویتگرهای  4[. در ]3ونقل شود ]حمل

[ به بررسی 6بررسی شده است. مقاله ]  2015ر سال  [، خاموشی گسترده در شهر کیف اوکراین د5حالت پیشنهاد شده است. در ] 

 Dynamic Load Altering Attack 
 Phase measurement unit 

مرضیه صمیمیت، علی اکبر احمدی، ابوالفضل ناطقی
گروه مهندسی برق و کامپیوتر، دانشکده فنی و مهندسی، دانشگاه خوارزمی

samimiat@khu.ac.ir



9

خبرنامه کنترل - دی 1403

8www.isice.ir

  ببییاانن  ممسسااللهه      --  ببخخشش  ددوومم  
  

دینامیک سیستم قدرت را به صورت زیر در نظر   .در این بخش دینامیک سیستم های قدرت به همراه برخی مقدمات ارائه شده است
 بگیرید 

[𝛿̇𝛿(𝑡𝑡)
𝜔̇𝜔(𝑡𝑡)] = [ 0 𝐼𝐼

𝑀𝑀−1(−𝐻𝐻𝑔𝑔𝑔𝑔 + 𝐻𝐻𝑔𝑔ℓ𝐻𝐻ℓℓ
−1𝐻𝐻ℓ𝑔𝑔 𝑀𝑀−1(−𝐷𝐷)] [𝛿𝛿(𝑡𝑡)

𝜔𝜔(𝑡𝑡)] + [ 0
𝑀𝑀−1] 𝑢𝑢(𝑡𝑡) + [ 0

𝑀𝑀−1𝐻𝐻𝑔𝑔ℓ𝐻𝐻ℓℓ
−1] 𝑃𝑃𝐿𝐿(𝑡𝑡)          (1) 

𝛿𝛿که در آن   ∈ 𝑅𝑅𝑛𝑛  ،𝜔𝜔 ∈ 𝑅𝑅𝑛𝑛    ،به ترتیب زاویه فاز ولتاژ و انحراف فرکانس در باس های ژنراتور هستند. علاوه بر این𝑃𝑃𝐿𝐿(𝑡𝑡)   و
𝑢𝑢(𝑡𝑡)    تقاضای توان در باس های بار و توان ورودی مکانیکی هستند. ماتریسH  [ 13قسمت های موهومی ماتریس ادمیتانس است ] 

𝐻𝐻 = [
𝐻𝐻𝑔𝑔𝑔𝑔 𝐻𝐻𝑔𝑔ℓ
𝐻𝐻ℓ𝑔𝑔 𝐻𝐻ℓℓ

]. 

 .ینرسی روتور و ماتریس میرایی هستندبه ترتیب ا D و  Mعلاوه بر این، 
را می 𝑃𝑃𝐿𝐿(𝑡𝑡) [ بیان شد، برخی از باس های بار ممکن است در برابر حملات سایبری آسیب پذیر باشند. بنابراین،  8همانطور که در ]

 توان به صورت زیر بازنویسی کرد: 
𝑃𝑃𝐿𝐿(𝑡𝑡) = 𝑃𝑃𝐿𝐿𝐿𝐿(𝑡𝑡) + 𝑃𝑃𝐿𝐿𝐿𝐿(𝑡𝑡)                                                  (2) 

 را تعیین می کنند.   -معین است که ستون های آن    - یک ماتریس مثبت    𝐾𝐾ℓکه در آن
. فرض بر این است که منابع مهاجم محدود است، بنابراین تنها یک حمله ممکن است در سیستم قدرت رخ دهد. به عبارت 1فرض  

 با تنها یک عنصر غیر صفر در همان زمان فعال می شود. 𝐾𝐾ℓ دیگر، تنها یک ستون از 
حمله سایبری پیشنهاد می شود   جداسازی بتدا طرحی برای  . بنابراین، در ا معلوم باشد باید   𝐾𝐾ℓ ،  -  رویتگر آشکارساز برای طراحی  

 م ( را به صورت زیر مرتب کنی 4می دهد. اجازه دهید، )بدست  را    𝐾𝐾ℓکه به نوبه خود 

𝑥̇𝑥(𝑡𝑡) = 𝐴𝐴𝐴𝐴(𝑡𝑡) + 𝐵𝐵𝐵𝐵(𝑡𝑡) + 𝐸𝐸𝑃𝑃𝐿𝐿𝐿𝐿(𝑡𝑡) + ∑ 𝐺𝐺𝑖𝑖
𝑛𝑛

𝑖𝑖=1
𝑎𝑎𝑖𝑖(𝑡𝑡) 

𝑦𝑦(𝑡𝑡) = 𝐶𝐶𝐶𝐶(𝑡𝑡)                                            (3) 
 که در آن

𝑥𝑥 = [𝛿𝛿
𝜔𝜔] ,   𝐴𝐴 = [ 0 𝐼𝐼

𝑀𝑀−1(−𝐻𝐻𝑔𝑔𝑔𝑔 + 𝐻𝐻𝑔𝑔ℓ𝐻𝐻ℓℓ
−1𝐻𝐻ℓ𝑔𝑔 𝑀𝑀−1(−𝐷𝐷)] 

 

𝐸𝐸 = [ 0
𝑀𝑀−1𝐻𝐻𝑔𝑔ℓ𝐻𝐻ℓℓ

−1] ,    𝐺𝐺 = 𝐸𝐸,     𝑎𝑎(𝑡𝑡) = −𝐾𝐾ℓ𝜔𝜔(𝑡𝑡) 

 ام بردار حمله است. - ورودی  𝑎𝑎𝑖𝑖(𝑡𝑡) و   ام  - ستون    𝐺𝐺𝑖𝑖و 
 

 :زیر را در نظر بگیرید جداسازبانک رویتگر های 
𝜉̇𝜉𝑖𝑖(𝑡𝑡) = 𝐴𝐴𝜉𝜉𝑖𝑖(𝑡𝑡) + 𝐵𝐵𝐵𝐵(𝑡𝑡) + 𝐸𝐸𝑃𝑃𝐿𝐿𝐿𝐿(𝑡𝑡) + 𝐿𝐿𝑖𝑖 (𝑦𝑦(𝑡𝑡) − 𝐶𝐶𝜉𝜉𝑖𝑖(𝑡𝑡)) 
𝑟𝑟𝑖𝑖(𝑡𝑡) = 𝑉𝑉𝑖𝑖 (𝑦𝑦(𝑡𝑡) − 𝐶𝐶𝜉𝜉𝑖𝑖(𝑡𝑡)) ,     𝑖𝑖 = 1,2, … , 𝑛𝑛                         (4) 

 

برای   1هستند که بعدا طراحی خواهند شد. در این مقاله، استراتژی ارائه شده در جدول.    رویتگرماتریس های    𝑉𝑉𝑖𝑖و    𝐿𝐿𝑖𝑖که در آن  
-Dامین  -iطوری طراحی شده است که نسبت به    رویتگر جداسازامین  -iپذیرفته شده است. در واقع،    جداساز  رویتگرهای طراحی  
LAA    به جز    رویتگرهای جداسازحساس نباشد. در نتیجه، زمانی که همهi-ین دارای مقادیر غیر صفر باشند، اپراتور سیستم نتیجه  ام

 ام رخ داده است.-i باسام در -iمی گیرد که حمله 
 

 مکعبی زیر را در نظر بگیرید:  رویتگر آشکارساز مد لغزشیاکنون، 
𝑥̇̂𝑥(𝑡𝑡) = 𝐴𝐴𝑥̂𝑥(𝑡𝑡) + 𝐵𝐵𝐵𝐵(𝑡𝑡) + 𝐸𝐸𝑃𝑃𝐿𝐿𝐿𝐿(𝑡𝑡) + 𝐿𝐿𝑒𝑒𝑦𝑦(𝑡𝑡) + 𝐹𝐹𝐹𝐹(𝑡𝑡) − 𝑒𝑒𝑦𝑦𝑇𝑇(𝑡𝑡)𝑅𝑅𝑒𝑒𝑦𝑦(𝑡𝑡)𝑇𝑇𝑒𝑒𝑦𝑦(𝑡𝑡)                   (5) 

 
𝑒𝑒𝑦𝑦(𝑡𝑡) = 𝑦𝑦(𝑡𝑡) − 𝐶𝐶𝑥̂𝑥(𝑡𝑡)                                   (6) 

 به ترتیب ماتریس هایی با ابعاد مناسب و ورودی مد لغزشی کمکی هستند که باید بعدا طراحی شوند.𝑣𝑣(𝑡𝑡)   و L ،R ،Tکه در آن، 
  

 -طراحی ناظر شناسایی و شناسایی . 3
 

حمله( طراحی شده است. سپس، بر اساس موثر  )ماتریس    -برای تعیین محل    رویتگرهای جداسازدر این بخش، ابتدا بانکی از  
لغزشی مکعبی جدید طراحی شده است تا اطلاعات دقیقی در مورد سیگنال حمله   مد  آشکارسازی   رویتگرحمله، یک    موثر  ماتریس

 به دست می دهد. -برای  رویتگربدهد. قضیه زیر نتایجی را برای طراحی بانک 
 

 D-LAAسازی جدا. استراتژی 1ل جدو
 

 
Localization  
observers  

 𝒂𝒂𝟏𝟏  𝒂𝒂𝟐𝟐  𝒂𝒂𝟑𝟑  …  𝒂𝒂𝒏𝒏  

LO11  - + + … + 

LO22  + - + … + 

⋮      ⋮ 

LOn  + + + … - 

+   𝒂𝒂𝐢𝐢    -   𝒂𝒂𝐢𝐢 

 
 ( در نظر بگیرید. اگر شرایط زیر برآورده شود: 4در ) رویتگرهای جداسازبا بانکی از  D-LAA( را تحت 3)سیستم . 1قضیه 

 
) 𝑟𝑟𝑟𝑟𝑟𝑟𝑟𝑟(𝐶𝐶𝐺𝐺𝑖𝑖) = 𝑟𝑟𝑟𝑟𝑟𝑟𝑟𝑟([𝐴𝐴𝜆𝜆𝜆𝜆𝐶𝐶𝐺𝐺𝑖𝑖]) 

) (𝐶𝐶1𝑖𝑖, 𝐴𝐴1𝑖𝑖)    ,  

𝐴𝐴1𝑖𝑖 = 𝐴𝐴 − 𝐴𝐴𝜆𝜆𝜆𝜆(𝐶𝐶𝐺𝐺𝑖𝑖)†𝐶𝐶 
𝐶𝐶1𝑖𝑖 = (𝐼𝐼 − 𝐶𝐶𝐺𝐺𝑖𝑖(𝐶𝐶𝐺𝐺𝑖𝑖)†)𝐶𝐶 
𝐴𝐴𝜆𝜆𝜆𝜆 = (𝐴𝐴 − 𝜆𝜆𝑖𝑖𝐼𝐼)𝐺𝐺𝑖𝑖                            (7) 
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𝑃𝑃1معکوس یک ماتریس را نشان می دهد، و اگر شبه    †یک اسکالر منفی دلخواه است و 𝜆𝜆𝑖𝑖که در آن > وجود داشته باشد   𝑌𝑌1و    0
 به طوری که 

ℋ{𝑃𝑃1𝑖𝑖𝐴𝐴1𝑖𝑖 − 𝑌𝑌1𝑖𝑖𝐶𝐶1𝑖𝑖} < 0           )8( 
 

.}ℋ  که در آن  به دست می آید:  رویتگرهای جداساز های بهره  نشان دهنده هرمیتین یک ماتریس است. سپس، {
 
𝐿𝐿𝑖𝑖 = 𝐴𝐴𝜆𝜆𝜆𝜆(𝐶𝐶𝐺𝐺𝑖𝑖)† + 𝐿𝐿1𝑖𝑖(𝐼𝐼 − 𝐶𝐶𝐺𝐺𝑖𝑖(𝐶𝐶𝐺𝐺𝑖𝑖)†) 
𝐿𝐿1𝑖𝑖 = 𝑃𝑃1𝑖𝑖

−1𝑌𝑌1𝑖𝑖 .                         (9) 

𝑉𝑉𝑖𝑖 = 𝑉𝑉1𝑖𝑖(𝐼𝐼 − 𝐶𝐶𝐺𝐺𝑖𝑖(𝐶𝐶𝐺𝐺𝑖𝑖)†).                       (10) 

 ماتریس های دلخواه با ابعاد مناسب هستند. 𝑉𝑉1𝑖𝑖که در آن 
 

P 𝑃𝑃( در نظر بگیرید. اگر ماتریس  5لغزشی مکعبی )  مد  آشکارساز رویتگربا    D-LAA( را تحت  3)سیستم  .  2قضیه   > 0, 𝑌𝑌    وN 
 وجود 

 
 داشته باشد که: 

ℋ{𝑃𝑃𝑃𝑃 − 𝑌𝑌𝑌𝑌} < 0                 (11) 

𝑃𝑃𝑃𝑃 = 𝐶𝐶𝑇𝑇𝑁𝑁𝑇𝑇                 (12) 

 به صورت زیر انتخاب می شوند:  Tو  𝑣𝑣(𝑡𝑡),  Rو 
 

𝑣𝑣(𝑡𝑡) = 𝜂𝜂. 𝑁𝑁𝑒𝑒𝑦𝑦
||𝑁𝑁𝑒𝑒𝑦𝑦||                           (13) 

𝜂𝜂 = 𝑎𝑎0 + 𝜀𝜀 
𝐶𝐶𝑇𝑇𝑅𝑅𝑅𝑅 ≥ 0                                  (14) 
𝑇𝑇 = −𝛾𝛾𝑃𝑃−1𝐶𝐶𝑇𝑇𝑅𝑅                                                        
                                 (15) 

 از طریق زیر به دست می آید:   -تخمین    .یک اسکالر مثبت کوچک است   𝜀𝜀که  
𝑎̂𝑎(𝑡𝑡) = 𝔏𝔏𝔏𝔏{𝑣𝑣(𝑡𝑡)}                   (16) 

 

.}𝔏𝔏𝔏𝔏که در آن   عملگر فیلتر پایین گذر را نشان می دهد.    {
 

 

 

 

 

 

 

 

 

 
 [. 18باس بار ]  6باس ژنراتور و  3. یک سیستم قدرت با 1شکل 

 

 

 

 . خروجی رویتگر آشکار ساز 2شکل  

 

 

 

 
  ننتتااییجج  ششببییهه  سسااززیی  ..    55
 

 پیشنهادی ارائه شده است. در این بخش، نتایج شبیه سازی عددی برای نشان دادن امکان سنجی و کاربردی بودن طرح 
. علاوه بر این، ستشده ا  اخذ[  18در نظر بگیرید. پارامترهای سیستم از ]  1باس بار را در شکل    6ژنراتور و    3یک سیستم قدرت با  

𝑃𝑃𝐿𝐿𝐿𝐿    0.8را  بصورت پله  با 𝑝𝑝. 𝑢𝑢.  1  و 𝑝𝑝. 𝑢𝑢.   فرض بر این است که انحراف فرکانس شین های ژنراتور اندازه گیری   .در نظر بگیرید 
نشان می دهند که آشکارسازی به خوبی انجام شده است و فقط خروجی رویتگر چهارم   2نتایج شکل    و در دسترس هستند.   شده

به    6و شکل    5تا    3های  شکل    عکس العملی نشان نداده است که به معنی این است که حمله در باس چهارم اتفاق افتاده است.
 هستند که نشان دهنده کارآیی خوب روش پیشنهادی است.  DLAAترتیب تخمین انحراف فرکانس زاویه ای و تخمین 
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                 و تخمین آن. 1. انحراف فرکانس در باس ژنراتور 3شکل 

 

 
 

                   و تخمین آن. 2. انحراف فرکانس در باس ژنراتور 4شکل 

 

 
. انحراف  5شکل  

                 و تخمین آن. 3فرکانس در باس ژنراتور 

 
 

 آن. تخمینو   D-LAA. 6شکل 

 نتیجه گیری : 
بومی    رویتگرانهای قدرت ارائه شده است. در ابتدا، بانکی از  در سیستم   D-LAAسازی و شناسایی  در این مقاله، دو رویکرد برای بومی

استفاده می شود که تا به امروز در نظر گرفته نشده است. علاوه بر این، ناظر شناسایی مد    D-LAA  موثرسازی برای تعیین ماتریس  
لغزشی مکعبی پیشنهادی در مقایسه با ناظرهای مد لغزشی معمولی عملکرد برتری دارد. علاوه بر این، هیچ فرض محدود کننده ای 

در   D-LAAی واقعی کاربردی تر می کند. طراحی کنترلر ارتجاعی  در فرآیند طراحی وجود ندارد که طرح پیشنهادی را در برنامه ها 
 کار آینده ما است. 
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معرفی اعضای حقوقی انجمن

اعضای هیأت مدیره دوره پانزدهم حاضر در جلسه 273:

مهندس رضا کرباسیان دکتر سید علی اکبر صفوی  دکتر الهه مرادی

دکتر محمد منثوری دکتر احمد فخاریان مهندس علی کیانی

دکتر محسن شفیعی راد مهندس بهروز خلیلی

بازرسان دوره پانزدهم حاضر در جلسه 273:

مهندس مرتضی محسنی هماگرانی

گزارش جلسه ی هيأت مدیره دی 1403

14

جلسه ی 273 انجمن در تاریخ 17 دی ماه 
1403 به صورت مجازی و با حضور اعضای 
محترم هیأت مدیره و بازرسان انجمن دوره 
ی چهاردهم برگزار گردید و اعم موارد مطرح 

شده در این جلسه به شرح ذیل می باشد:
* پیرو بند 1 دستور جلسه 273، همکاری 	

و تفاهم نامه با آقای مهندس ماندگاری با 
توجه به اظهارات آقای مهندس کرباسیان 
و پیشنهادات اعضای محترم هیأت مدیره 
و بارزسان انجمن، با در نظر گرفتن 10 
تا 20 درصد از هزینه دوره بلامانع و قابل 

اجرا است.
* پیرو بند 2 دستور جلسه 273، با توجه 	

به توضیحات آقای دکتر شفیعی راد در 
و  انجمن  سایت  ساختار  تغییر  خصوص 
تعیین هزینه جهت نگهداری آن و بنا بر 
مقررگردید  صفوی  دکتر  آقای  پیشنهاد 
سایت  با  مرتبط  امور  از  وظایفی  شرح 
تهیه و پس از بررسی تصمیم گیری شود.

* در 	  ،273 جلسه  دستور   4 بند  پیرو 
خصوص نامه ارسالی از وزارت علوم، نامه 
ای با امضای رئیس انجمن جهت ارسال 
و   1400 سال‌های  عملکرد  گزارشات 
1401 در تاریخ 1403/09/13 به وزارت 
علوم ارسال گردید و نامه درحال بررسی 

می باشد.
* هیأت 	 محترم  اعضای  پیشنهاد  به  بنا 

مدیره و بارزسان انجمن، نشست دویست 
و هفتاد و چهارم هیأت مدیره روز دوشنبه 
به   16:00 ساعت   1403/11/08 مورخ 
خواهد  برگزار  مجازی  حضوری/  صورت 
شد. مراتب هرگونه تغییر احتمالی اطلاع 

رسانی خواهد شد.

www.isice.ir



5859837002086904 
به نام انجمن مهندسان کنترل و ابزار دقیق ایران

اعضای محترم انجمن مهندسان کنترل و ابزار دقیق ایران
از این پس می توانید برای پرداخت حق عضویت های خود از شماره کارت زیر استفاده 

نمایید.

به اطلاع اعضای محترم حقیقی مي رساند، طبق مصوبات انجمن، تمديد عضويت ایشان 
به عنوان عضو پيوسته، وابسته و دانشجويي انجمن مهندسان كنترل و ابزار دقيق ايران 
در سال جاری منوط به پرداخت حق‌عضويت م‌يباشد. لذا خواهشمند است هرچه سريعتر 
نسبت به پرداخت مبلغ حق عضویت به حساب جاري انجمن در بانك تجارت كد 255 

شعبه ايرانشهر جنوبي
 به شماره حساب 0129198877 

IR310180000000000129198877 و يا شماره شبا انجمن
اقدام و فیش بانکی، کارت عضویت قبلی، یک قطعه عکس 3 در4 و فرم تکمیل شده زیر 

را اسکن کرده و به ادرس پست الکترونیکی انجمن ارسال فرمایید.
isice.info@gmail.com
دبيرخانه انجمن مهندسان كنترل ابزار دقيق ايران

 نام و نام خانوادگي: )فارسي( شماره عضویت:

 نام و نام خانوادگي: )لاتين( شماره تماس:

 مدرك تحصيلي:  تاريخ دريافت مدرك تحصيلي: 

 آدرس پستي: پست الکترونیکی:

جهت دريافت هر گونه اطلاعات بيشتر با دبيرخانه انجمن )88613511-021( داخلی 403 سرکار 
خانم مهندس باقری تماس حاصل فرماييد.
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مزایای عضویت در انجمن

نرخ حق عضویت انجمن در سال 1403

متقاضيان عضويت در انجمن مهندسان كنترل و ابزار دقيق ايران مي توانند متناسب با شرايط 
خود به چهار صورت پيوسته، وابسته، دانشجويي و افتخاري به عضويت انجمن در آيند. مشروح 

شرايط عضويت از طريق سايت انجمن قابل دسترسي است.
عضويت در انجمن علاوه بر كمك به توسعه سيستم هاي كنترل و ابزار دقيق در كشور مزاياي زير 

را نيز به همراه دارد:

-	 دریافت رايگان خبرنامه انجمن
-	 اطلاع رساني رويدادهاي كنترل و ابزار دقيق ايران و جهان
-	 عضويت در كميته هاي انجمن و دعوت براي جلسات مربوطه
-	 مشاركت در سياست گذاري كشور در زمينه كنترل و ابزاردقيق
-	 معرفي به ساير انجمن هاي ايران و جهان
-	 معرفي براي ادامه تحصيل در دانشگاههاي داخل و خارج
-	 تخفيف در درج آگهي ها و تبليغات در سايت انجمن
-	 تخفيف در درج آگهي ها و تبليغات در خبرنامه انجمن
-	 تخفيف در هزينه مربوط به کنفرانس ها و دوره هاي تخصصي انجمن
-	 تخفيف در خريد نشريات، كتب و جزوات انجمن

 اعضاي دانشجو : كارداني، كارشناسي           500,000 ریال

 اعضاي وابسته : فارغ التحصيل كارشناسي  و كارداني 1,000,000 ریال

 اعضاي پيوسته : كارشناسي كه 4 سال از دريافت مدرك گذشته باشد و  1,500,000 ریال
همچنين دانشجوي كارشناسي ارشد و فارغ التحصيل كارشناسي ارشد  

و دكترا

 اعضای حقوقی : شرکت ها و سازمان ها - سطح 1  20,000,000 ریال

10,000,000 ریال  اعضای حقوقی : شرکت ها و سازمان ها - سطح 2 

5,000,000 ریال  اعضای حقوقی : شرکت ها و سازمان ها - سطح 3
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تعرفه چاپ آگهی در خبرنامه کنترل

تعرفه به ریال ابعاد

2.000.000 یک صفحه کامل

1.200.000 نیم صفحه
700.000 یک چهارم صفحه
500.000 کادر راهنمای 4 در 6 ) دو ماهه (

آگهی  چاپ  با  رساند  می  استحضار  به 
 ، دانشجویان  کلیه  به  کنترل  خبرنامه  در 
و  ابزاردقیق  و  کنترل  کارشناسان  و  اساتید 
نیز شرکتهای شاغل در بخش های مختلف 
تولیدی ، مهندسی ، نصب و تعمیرات و نظارت 

کنترل  و  ابزاردقیق  احرایی  های  پروژه  بر 
همچنین  و  شوید  متصل  مختلف  صنایع 
انجمن مهندسان کنترل و ابزرادقیق ایران را 

در پیشبرد اهداف علمی خود یاری نمایید.

شرایط :
	1 طرح آگهی بر عهده سفارش دهند می باشد. .
	2 جهت اعضای حقیقی 10 % و اعضای حقوقی .

انجمن 15 %  در نظر گرفته می شود.
	3 10 درصد تخفیف برای سه ماه متوالی در نظر .

گرفته می شود.
	4 20 درصد تخفیف برای شش ماه متوالی در .

نظر گرفته می شود.
جهت کسب اطلاعات بیشتر با دبيرخانه انجمن 
خانم  سرکار   403 داخلی   )021-88613511(

باقری تماس حاصل فرماييد.
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